# Executive Summary

The purpose of this vulnerability scan is to gather data on Windows and Linux Operating systems, as well as user accounts in the **“ClientDomains”** domain in the 10.10.1.1/24 subnet. Of the hosts identified, 30 user accounts and 30 systems were found to be active and were scanned.

# Scan Results

Results from the raw scan will be provided upon delivery.

# Findings (2-3 sentences)

In the first sheet called “Identities Key”, I see 10 users that their account password are non-compliant.

There are 3 users that had not changed their passwords since 2009.

In the second sheet called “Systems”, I saw the Computer Name of XPAccountingDeptMaster was last updated on 7/20/2013.

# Remediation (2-3 sentences)

Having users to change their passwords every 1-2 months.

Rotating passwords for all users will improve compliance by 100%.

All of the users should have their password meet a minimum general guideline of at least 16 characters long containing upper-case and lower-case letters, numbers, and special characters.